Web3 Companies ERP and CRM generated by ChatGPT 3 Dec 2025

Prompt: Write a report on Web3 companies, organizations and entities and their use of
Enterprise Planning (ERP) systems, Customer Relationship Management (CRM) systems and
other enterprise-wide software systems. The purpose of the report is to provide market data
that can enable a startup Web3 organization seeking to find a viable product/market fit for a
blockchain based ERP system targeted at Web3 entities, or Web2 entities that also have and
need to manage Web3-based assets and transactions. Include in the report data on: The size of
Web3 entities by equivalent number of full-time employees or contributors, annual turnover in
USD, number of contributing developers and experts, their geographic distribution, their
principal area of business activity e.g. DeFi, blockchain development, consultancy, advertising
and marketing. Seek to map enterprise-wide software systems use onto Web3 entities across
different meaningful variables. Seek to identify Web3 entities’ needs for blockchain-based ERP
systems either as stand-alone blockchain-based ERP systems or as modules that provide
blockchain-based ERP functionality that integrate with existing mainstream ERP systems.
Provide a list of references with internet links to all main source information. Suggest how the
report could be refined, expanded or focused on specific areas.

ChatGPT Output:
Executive summary

This report summarizes public market data and expert reporting on how Web3 companies,
organizations and related entities currently use enterprise-wide software (ERP, CRM and allied
systems), and what product opportunities exist for a blockchain-native ERP product (either as a
full ERP or as modular blockchain-enabled ERP functionality that plugs into mainstream ERPs).

Key findings

e The Web3 ecosystem is heterogeneous: outfits range from one-person DAOs and small
dev teams (2—20 people) to large publicly listed crypto companies with thousands of
employees. Many active projects operate with small core on-payroll teams plus large
populations of contributors (open-source developers, contractors, governance
participants). Seedtable+1

¢ Developer population and on-chain activity are concentrated: Ethereum and a handful of
other chains host the bulk of active contributors; industry-wide active developer counts
are in the mid-tens of thousands (order: 20k—35k active contributors depending on the
source and year). This developer base is a leading signal of where enterprise demand
and integrations will concentrate. Developer Report+1




e Enterprise ERP vendors (SAP, Oracle, Microsoft/Azure) and specialist vendors (Bitwave,
SoftLedger, CoinLedger, Cryptoworth, etc.) already offer integrations or services that
bring blockchain transactions into ERP/GL and accounting workflows — mostly as
subledger/accounting and reconciliation layers rather than replacing core ERP functions.
This shows the market currently prefers interoperable modules, connectors and
“blockchain-aware” finance sub-systems. SAP+20racle+2

e Proven enterprise use cases for combining ERP+blockchain are supply-chain provenance,
multi-party settlement (trade finance), auditability for complex on-chain flows, and
automated token-based payments. Major pilots (e.g., Walmart/IBM supply-chain) and
cloud BaaS offerings demonstrate viability for enterprise integrations. AIMultiple+1

e Product/market fit opportunity: the fastest near-term runway is for ERP-adjacent
modules that solve finance, accounting, reconciliation, and compliance pain points for
organizations managing substantial on-chain assets or multi-party workflows —
especially crypto accounting subledgers, treasury management, controlled payments
(stablecoin API integration), and provenance/contract lifecycle management. Full
blockchain-native ERP suites face higher adoption friction because core ERP buyers
expect deep functional parity, certification and integration with existing GL/Payroll/HR
stacks. Bitwave+1

Market sizing & entity profiling

This section synthesizes published counts and industry reports to present approximate ranges
for Web3 organizations by size, revenue, and contributor base. The sector is fast-moving; these
figures are directional and intended to support go-to-market planning.

1. Entity counts & employment

o Estimated number of operational Web3/crypto companies: low thousands to
several thousands globally, with concentrated hubs in US, EU, UK, Singapore,
India and parts of LATAM. One aggregator estimated ~3,472 Web3 companies
and ~109,000 professionals (2025 snapshot). Typical teams vary by stage: many
early startups (seed/Series A) have 5-50 employees; Series A crypto teams
commonly cluster around ~50 employees; mature public Web3 companies
(Coinbase, Binance US affiliates, major infrastructure providers) number
thousands. Electro IQ+1

2. Developer & contributor counts



o Active open-source crypto developers are in the mid-tens of thousands (electric-
capital/Developer Report and related analyses). Network-specific active
developers: Ethereum ~30k+, Solana ~10-20k depending on the period. These
developers are both employees and external contributors (bounties, grants,
GitHub contributors). Developer Report+1

3. Revenue/turnover

o Public exchanges and infrastructure firms report annual revenues in the
tens/hundreds of millions to billions (top end). For earlier-stage Web3 startups,
revenue ranges from pre-revenue to multi-million ARR; seed/Series A firms
typically report <S10M ARR, Series B and later >510-50M ARR, and established
exchanges and services larger. Aggregated industry revenue is fragmented; many
startups generate revenue from protocol fees, services, token economics and
enterprise contracts. (See referenced startup lists and funding snapshots.)
Seedtable+1

4. Geography

o Concentrations: North America (US hubs: SF, NYC), Western Europe (London,
Berlin), Singapore, India, and LATAM hubs (Buenos Aires, Sdo Paulo). Developer
activity also maps to regions with lower labor costs but high crypto engagement
(India, Eastern Europe). Seedtable+1

5. Principal business activities

o Typical segments: infrastructure (chains, nodes, middleware), DeFi protocols
(AMM, lending, derivatives), tooling and developer platforms, NFT/gaming,
wallets/custody, exchanges, compliance/accounting services, consulting and
integration firms. The demand for ERP/CRM-like functions is highest among firms
with treasury operations, custodial services, marketplaces, and firms offering B2B
blockchain services. TechNews180+1

Implication: a target customer profile for an ERP or ERP module would be mid-stage
crypto/native companies (20—200 employees) and Web2 enterprises that operate significant
blockchain assets or run multi-party blockchain workflows (e.g., supply chain consortiums,
marketplaces, financial institutions experimenting with tokenized assets).

Current enterprise software landscape (ERP / CRM / finance tooling)

1. Major ERP vendors & blockchain positioning



o SAP, Oracle and Microsoft/Azure all provide blockchain platform capabilities or
partner integrations designed to connect blockchain events to ERP workflows
(SAP Cloud Platform Blockchain, Oracle Blockchain Platform, Azure Web3 tooling
/ BaaS). These vendors emphasize integration rather than replacing ERP core
functions. SAP+20racle+2

2. Specialist crypto accounting & subledger platforms

o Vendors such as Bitwave, SoftLedger, CoinLedger, Cryptoworth and others
provide crypto-first accounting, reconciliation, tax reporting and GL/subledger
synchronization. These platforms are explicitly marketed as connectors that sync
on-chain transactions into traditional ERP/GL systems (NetSuite, QuickBooks,
Xero, Sage, SAP). Bitwave in particular highlights enterprise integrations and
audit-readiness for firms with complex digital-asset flows. Bitwave+2Bitwave+2

3. CRM usage

o Web3 sales/marketing teams use mainstream CRM platforms (HubSpot,
Salesforce) for customer and partner management; the differentiation is the
added need to track on-chain addresses, token entitlements, NFT ownership and
decentralized identity links. CRM vendors do not yet natively store/verifiably link
the full on-chain activity — that is usually solved by middleware or custom
integrations. (Market reports and job postings for growth roles corroborate
HubSpot/Salesforce usage among Web3 startups.) TechNews180

4. Integration patterns in production

o Frequently observed architecture: on-chain events - middleware/relayer or
subledger (crypto accounting platform) = mapping & journaling - ERP/GL. This
positions the blockchain-aware product as a reconciliation and compliance layer
(subledger) rather than full ERP replacement. Examples of multi-party supply
chain pilots show blockchain used for provenance with ERP integration for
internal process and billing. AIMultiple+1

Mapping enterprise-software use onto Web3 entity types

Below is a compact mapping that highlights where pain points are—and therefore product
opportunities.

e Small DAOs / micro-startups (1-20 people, low turnover)
Current tools: lightweight accounting (QuickBooks, Xero), spreadsheets, Discord, open-



source tooling.

Needs: simple treasury dashboards, multi-sig wallet management, automated tax event
export.

Fit: cloud SaaS modules (crypto accounting + payroll) that are inexpensive and easy to
onboard.

e Mid-stage startups (20-200 people, $S1M—-$50M turnover)
Current tools: NetSuite/QuickBooks + Bitwave/SoftLedger integrations;
Salesforce/HubSpot for CRM.
Needs: robust subledger, audit trails, multi-entity consolidation, payroll/invoice crypto
pay, ERP/GL integration.
Fit: modular blockchain subledger that plugs into NetSuite/QuickBooks/SAP and
provides audit-ready journaling and treasury controls.

o Large exchanges/infrastructure (200+ employees, $50M+ turnover)
Current tools: enterprise ERPs, bespoke treasury systems, specialized custody.
Needs: high-throughput reconciliation, compliance automation, regulatory reporting,
settlement rails with fiat and stablecoins.
Fit: enterprise-grade platforms (SOC-certified), deep API integrations, support for high
throughput, on-prem / private cloud deployment.

e Web2 enterprises with Web3 assets (retail, supply chain, media)
Current tools: established ERPs (SAP/Oracle) and CRMs.
Needs: provenance tracking, tokenized contract lifecycle management, supplier/trade
finance integration, controlled asset custody.
Fit: blockchain modules or middleware that expose verifiable proofs into ERP workflows
and maintain auditability without replacing ERP core.

Needs analysis & product hypotheses
Primary problems Web3 entities are willing to pay to solve

1. Accurate on-chain - books reconciliation at scale (multi-chain, DeFi complexity) —
accounting teams need deterministic mapping of on-chain events to GL entries. Existing
gap: manual reconciliation causing audit risk. Bitwave

2. Treasury & payments automation (fiaté>crypto and stablecoin rails) — enterprises
want predictable AR/AP workflows that include stablecoin flows and programmable
payments. Bitwave



Auditability & regulatory reporting — immutable proof and standardized exports for
auditors/regulators. ResearchGate

Multi-entity consolidation for decentralized orgs and subsidiaries (DAOs, token-owning
funds) — chart of accounts and inter-entity eliminations with on-chain flows. Bitwave

Identity & CRM linkage — tie wallet addresses to customer/partner records for KYC,
abatements, loyalty/NFT entitlements (CRM integration). TechNews180

Product form factors most likely to find PMF (ranked)

1.

2.

Blockchain-aware finance subledger (plugin) — supports multi-chain ingestion, rules
engine, audit exports and connectors to major GL/ERP. Low switching friction; high buyer
relevance. (Strong market evidence; Bitwave et al. exist here.) Bitwave

Treasury & payments platform with ERP connectors — focus on controlled stablecoin
rails, payments, escrow and settlement workflows. Good for exchanges and treasury-
heavy startups. Bitwave

Provenance and contract lifecycle module for ERP — for supply chain and multi-party
commerce; works as an add-on to SAP/Oracle. Pilots exist (Walmart/IBM), but enterprise
sales cycles are long. AlMultiple

Full blockchain-native ERP suite — long horizon; requires parity with payroll, HR,
procurement etc., heavy certification and trust; higher technical and GTM cost. Viable
only for niche verticals or consortiums. SAP

Go-to-market & integration considerations

1.

Initial GTM: focus on mid-stage crypto companies and Web2 enterprises with active
pilots (supply chain, tokenized assets). Offer a free trial focused on reconciliation
automation (clear ROI: time saved + audit risk reduction). Target CFOs, controllers, and
treasury teams. Bitwave

Integration strategy: ship a cloud APl and pre-built connectors for NetSuite, QuickBooks,
SAP, Xero plus direct exports for auditors. Provide Webhooks and event streaming for
custom ERPs. Offer both managed onboarding and APIs for power users. Bitwave+1

Security & compliance: SOC-2, encryption, allow-lists for wallets, proof generation for
auditors. Partnerships with accounting firms (Deloitte, PwC) accelerate trust. Bitwave’s
Deloitte partnership is illustrative. Bitwave



4. Pricing: usage + seat + enterprise connector fee. For treasury value, consider revenue-
share or settlement fee models when enabling payments.

5. Product roadmap (12-24 months): Core ingestion & reconciliation - Multi-entity
consolidation = Payments rails & AP/AR automation - ERP-certified adapters &
SAP/Oracle co-selling = On-prem / private cloud for regulated customers.

Risks & adoption barriers

e Regulatory volatility (tax treatment of tokens, KYC/AML expectations) can change
product requirements quickly.

¢ ERP buyer conservatism: large enterprises expect certified, supported integrations and
will not replace core ERP lightly. Expect long sales cycles for SAP/Oracle customers. SAP

o Complexity of DeFi events: deriving economic events (e.g., liquidity mining rewards,
staking rewards, protocol-level income) into GAAP/IFRS-compliant journal entries
requires complex rules and domain expertise. Bitwave

Concrete recommendations (for a startup building a blockchain ERP product)

1. Build a subledger-first product that: ingests multi-chain events, applies configurable
rules to map to GL, exposes audit-ready journal exports, and offers pre-built connectors
to NetSuite / QuickBooks / SAP. This reduces friction and targets a clear pain point.
Bitwave+1

2. Ship “finance-first” templates: token sale accounting, staking rewards, liquidity mining,
NFT revenue recognition, stablecoin AR/AP flows. Provide templates for common auditor
questions. Bitwave

3. Partner with accounting firms and ERP consultancies for implementation and validation
(channels = Deloitte, PwC, boutique ERP partners). Bitwave’s auditing partnerships are a
strong precedent. Bitwave

4. Offer specialized modules for supply-chain provenance and contract verification aimed
at SAP/Oracle customers, but treat these as longer-sales-cycle vertical plays. Pilot with
industry consortia. AlIMultiple+1

How this report can be refined or expanded



If you want a deeper, more actionable go-to-market plan, | recommend the following next steps
(each would materially improve estimates and targeting):

1. Quantitative survey of target customers (controllers/CFOs of 100 mid-stage Web3 firms)
to validate price elasticity and feature prioritization.

2. Competitive feature matrix comparing Bitwave, SoftLedger, CoinLedger, Cryptoworth
and potential ERP vendor modules across 12 feature axes (multi-chain, subledger, GL
sync, payments rails, SOC controls, multi-entity).

3. Pilot integration: prototype a NetSuite connector + sample journal mapping for three
live client wallets and measure reconciliation time saved.

4. Vertical research: deeper study on supply chain consortiums and trade-finance pilots
that may buy provenance modules (measureable ROl data). AlMultiple

References (select sources used)
(Click the citation links for each reference.)

e Electric Capital / Developer Report — industry analysis of open-source crypto developer
activity. Developer Report

e Web3 statistics and company counts — snapshot summaries and employment estimates.
Electro |1Q

e Seedtable & curated lists of top Web3 startups (funding, company counts). Seedtable

e Case studies: Marco Polo Network, Walmart + IBM supply chain pilots (blockchain + ERP
integrations). AlMultiple+1

e Academic/industry analyses: “Adoption of Blockchain technology in ERP systems”
(research papers and SSRN analysis). ResearchGate+1

e SAP: blockchain product pages and statements on ERP integration. SAP
e Oracle Blockchain Platform details and ERP integration references. Oracle+1

e Microsoft / Azure Web3 and blockchain developer tooling. Microsoft Azure

e Bitwave (enterprise crypto accounting, GL/ERP integrations, partner references).
Bitwave+2Bitwave+2

e Market overviews and product writeups on blockchain + ERP integration, supply chain
benefits and enterprise patterns. AtomX+2ERP Advisors Group+2




Final notes
If you'd like, | can:

e produce a short competitive feature matrix (Bitwave vs 3—4 rivals + SAP/Oracle
connectors), or

e draft a 6-12 month product roadmap and pricing model based on the subledger-first
approach, or

e create a survey questionnaire you can send to 50 target CFOs/controllers to validate
willingness-to-pay and feature priorities.

Which of the above would you like me to do next?

Second Prompt: Add a section to this report exploring and explaining how developments in Al
and enterprise adoption of Al tools will affect the Concrete recommendations (for a startup
building a blockchain ERP product).

ChatGPT Output:
Impact of Al Developments on Blockchain ERP Strategy & Recommendations

Enterprise adoption of Al—particularly large-language-model (LLM) agents, autonomous
workflow tools, and Al-driven analytics—is accelerating across finance, operations, compliance,
and auditing. This shift has specific implications for blockchain ERP products, both in terms of
market expectations and feature prioritization. The interplay between Al and blockchain will
increasingly determine which ERP products enterprises select and which pain points they view
as urgent.

1. Al will amplify demand for structured, high-fidelity blockchain data

Modern Al systems (especially agentic systems), require clean, structured, machine-ingestible
data. Blockchain data is inherently structured, but in practice it is noisy, non-standardized, and
semantically ambiguous. Enterprises using Al-powered agents for reconciliation, forecasting,
treasury optimization, or supply-chain automation will rely on a middleware layer that
transforms on-chain events into consistent, labeled, ERP-compatible data.

Implication:
A blockchain subledger is no longer just “ERP plumbing”—it becomes a data normalization



layer for Al systems, increasing its strategic value. Al systems will compete for stable semantic
inputs, and a product that offers canonical labeling, event classification, and traceability will win
adoption.

Adjustment to recommendation:

Elevate “subledger-first” to include Al-ready structured data outputs, such as standardized
taxonomies for on-chain economic events, embeddings for anomaly detection, and time-series-
optimized exports for predictive modeling.

2. Al-driven automation will increase the value of explainable, auditable workflows

Al agents executing accounting and operational tasks raise new compliance concerns: auditors
and regulators need to trace why an Al took an action. Blockchain provides tamper-evident logs,
shared provenance, and verifiable events—precisely the ingredients needed for explainable Al
in finance.

Implication:
A blockchain ERP system can become a central tool for Al governance, by providing immutable
reference data and cryptographically verifiable workflow histories.

Adjustment to recommendation:
Add features that link blockchain events with Al agent actions—e.g.:

¢ Immutable logs of Al-generated journal entries or treasury actions
o Verifiable “reason trails” (hash-linked rationales) for Al-initiated accounting events
e Controls that restrict Al agents to signed, policy-governed operations

This positions the product as Al + blockchain compliance infrastructure, not just accounting
software.

3. Al will accelerate reconciliation and anomaly detection—shifting customer expectations

Al is already outperforming humans in large-scale reconciliation, fraud detection, and
classification of complex financial events. Enterprises will expect:

e Automated classification of staking rewards, protocol events, and DeFi returns
e Autonomous reconciliation of thousands of wallet transactions

e Real-time anomaly detection for treasury outflows



e Predictive models for token flows, liquidity, and counterparty risk

Implication:
Blockchain ERP products must assume that Al-driven reconciliation will be a baseline
requirement, not a premium feature.

Adjustment to recommendation:
Integrate or provide hooks for Al/ML capabilities:

¢ Al-based categorization and enrichment of on-chain events

¢ Automated risk scoring (e.g., of counterparties or wallet behaviors)

e LLM-based natural-language interfaces (“Explain why revenue changed this quarter”)
e Real-time anomaly detection with explainability

This ensures parity with evolving enterprise expectations.

4. CRM + Al + blockchain identity will converge

Enterprises increasingly use Al assistants to automate sales workflows and customer
engagement. For Web3 entities, CRM systems will need to incorporate:

o Wallet-linked identity
e NFT- or token-based entitlements
e On-chain history as a behavioral signal for Al customer models

Implication:
A blockchain-first ERP/CRM module can feed Al systems richer and more reliable data about
attribution, loyalty, and customer lifetime value—particularly for token-powered ecosystems.

Adjustment to recommendation:
Offer optional CRM-focused Al modules:

e Al-driven segmentation based on on-chain behavior
e Predictive customer analytics using blockchain event histories
e Smart contract > CRM mappings automatically generated by an LLM

This opens an adjacent market beyond finance and treasury.



5. Al agents will manage treasury operations—requiring strong blockchain controls
Enterprise treasury teams are beginning to let Al agents propose or execute:

e FXconversions

e Stablecoin settlement

e Liquidity provisioning

e Cash-flow predictions

e Hedging strategies

For blockchain assets, these Al agents must operate in a policy-controlled, permissioned
environment with cryptographic enforcement.

Implication:
A blockchain ERP product that offers “Al-safe” treasury rails will have strong enterprise appeal.

Adjustment to recommendation:
Develop governance-enforced treasury modules:

e Policy-enforced on-chain actions (Al cannot spend beyond limits)
e Automated multi-sig workflows with Al as a proposing agent but not sole approver
o Risk models feeding into ERP dashboards

This responds directly to where enterprises are headed: Al-managed digital treasury.

6. Al will reduce switching costs—benefiting modular products

Traditional ERP products lock customers in through complexity and high switching costs. Al tools
that automatically map, migrate, or clean data will reduce these switching barriers.

Implication:
Blockchain-native tools have a better chance of replacing or partially displacing legacy ERP
modules if:

e Data migration is Al-assisted
e Chart-of-accounts mapping is automated

e Historical on-chain data is normalized by Al



Adjustment to recommendation:
Offer onboarding tools that use Al for:

e Auto-mapping financial data into the ERP connector
e Suggesting COA structures
¢ Reconciling historical blockchain events during migration

This will materially shorten enterprise sales cycles.

Summary: How Al reshapes the overall strategy

Al strengthens the original recommendations but raises the bar for product expectations. A
successful blockchain ERP product should:

1. Be Al-native (not just “Al-compatible”)—structured outputs, ML pipelines, and LLM
interfaces.

2. Serve as the trusted data and compliance layer for Al-driven finance operations.

3. Provide immutable, verifiable audit trails that pair with Al agent activity logs.

4. Enable autonomous workflows while ensuring governance, security, and explainability.
5. Lower adoption friction by using Al to automate onboarding and reconciliation.

Result:

Al and blockchain together create a compelling wedge: a system in which Al agents execute
enterprise workflows, and blockchain ensures trust, auditability, and correctness. A startup that
positions itself at this intersection will be addressing a rapidly emerging enterprise need.



